About MIT

When I attended the Massachusetts Institute of Technology (MIT), it was the greatest technology university in the world, of
all time, particularly in Information Technology (IT), which includes cybersecurity. Now it has been taken over by those
who don't care about its technological greatness, many non-MIT alum, and only want to use it to forward their leftist liberal
political agenda.

An organization is only as good, or as bad, as those who lead it, so let's meet some of MIT's leaders. Along the way, why
this is the MIT Admissions page will be explained.

Leo Rafael Reif, MIT President

In the late 1930's Reif's parents, Eastern European Jews, fled the Nazis to Venezuela. Reif is not an MIT
alum. He was educated in the third-rate education system of Venezuela and in California, both where he
was heavily indoctrinated into leftist ideology. While nothing could force him to return to the hellhole that
is Venezuela, he still embraces the leftist ideology of Venezuela's destroyer Hugo Chavez.

After I was at MIT, it decided to pick its president based only on a penis and pigmentation check and
picked non-MIT-alum Susan Hockfield to meet this new-found singular agenda of diversity. After she
resigned (and Reif knows why), next on the diversity checklist was an African-American or Hispanic.
Reif didn't think he could pass for African-American so, borrowing a scam from non-Native American
Elizabeth Warren, he pretended to be Hispanic and became MIT President. (I took high school Spanish
but that doesn't make me Hispanic.) Too bad for all those real African-American and Hispanic MIT alum.




Reif talks up the leftist liberal agenda constantly, particularly in emails to alum. In the spirit of leftist liberal dictators like Hugo Chavez, no dissent, a.k.a.
free speech, is allowed. It is after all a university.

Reif's favorite liberal talking point is how global warming is destroying the world and how evil oil companies are responsible. However, it's just empty
covering talk -- being MIT President doesn't pay enough to support his lifestyle so he makes much of his money serving on the board of Schlumberger, the
leading oil field services corporation, involved in the Deepwater Horizon incident. He is determined that oil companies remain filthy rich at any cost so
that he can continue to be paid well by them.

Despite Reif's liberal babble, MIT is a leading defense contractor, getting much of its money from weapons design, including Artificial Intelligence (Al),
and if the Department of Defense knew he let MIT cybersecurity become so lax (like this better-than-the-original mitadmissions.org webpage spoof) MIT
would lose all of those defense contracts. He has just been informed MIT is about to be sued over this but doesn't care. He is not an MIT alum so if MIT's
reputation is destroyed it won't matter to him and he will just flee to some other university.

If you are a white non-Hispanic male like Reif don't even think about applying to MIT, unless you can arrange for Reif to make some big money from it.
For example, daddy is the head of some corporation and will put Reif on the board.

Reif can be contacted at reif(@mit.edu or president@mit.edu. Or contact MIT lawyers Mark DiVincenzo (mdiv@mit.edu), Jason Baletsa
(jbaletsa@mit.edu), or Jaren Wilcoxson (jaren@mit.edu).

Marilee Jones, Former MIT Dean of Admissions

Marilee Jones was MIT Dean of Admissions after [ was at MIT and created the very hackable but official
mitadmissions.org domain name -- it's not a .edu domain name, which only educational institutions can
get, unlike .org, which anyone, including hackers, can get. mitadmissions.org is linked to many times on
many mit.edu webpages.

Jones made herself a celebrity. She was author of a popular guide on the college admissions process, in
which she strongly urged students not to lie on their college applications. The book and she were
acclaimed by the New York Times and many others. MIT awarded her its Excellence Award for Leading
Change and its Gordon Y. Billard Award, for special service of outstanding merit to MIT.

Finally, it was discovered that Jones had lied on her resume when she first applied to MIT. She said she had degrees from Union College (her husband's
college) and Rensselaer Polytechnic Institute, which might have helped her get her first MIT job because they are more impressive colleges than her real
college, The College of Saint Rose. However, MIT's check only for penis and pigmentation at hiring was the most important factor (duh, she didn't even
have to lie). When she didn't get caught, she later gave herself a degree from Albany Medical College to apply for a higher position at MIT. Near the end,
just before she was reluctantly fired by MIT -- only due to it becoming public -- she gave herself a PhD. Given her celebrity and extreme hypocrisy, her
firing was national news. Jones was finally caught, not by the MIT administration itself, which is obviously incompetent, but by a tip to them from
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someone like me (or maybe someone with ignoble reasons; see Stu Schmill next).
Jones was married to an engineer at MIT's Lincoln Lab, which does a lot of Department of Defense work. You have to wonder how secure that work was.

As Dean of Admissions, Jones also screwed with who MIT admitted in order to forward her leftist liberal political agenda. MIT has always accepted
women and minorities -- you just had to be smart enough and want it enough (since MIT was so hard). But Jones decided that there weren't high enough
percentages of women and minorities (but not Asians, whom she hated) at MIT and massively increased these percentages. The easy majors at MIT are
now full of them, the hard majors at MIT are now easier, and there are more dropouts.

I used to talk to this African-American MIT dropout; he'd come around looking for someone to talk to. He was angry at MIT. He did well at his inner-city
high school and MIT came looking for him. He didn't think he was smart enough for MIT but MIT insisted, i.e., gave him a full scholarship. He flunked
out. I suggested that he could easily get into another, lesser university but he said he couldn't, he was "damaged goods": if MIT accepted him he must be
smart enough, so there must be some other reason he flunked out, which would still prevent him from succeeding at the lesser university. He ended up
working in a toy store.

Marilee Jones continues to lie at www.marileejones.org, where she can be contacted.

Stu Schmill, Current MIT Dean of Admissions

Stu Schmill succeeded Marilee Jones and is the current MIT Dean of Admissions. He is a white male and
given MIT's penis and pigmentation check only hiring policy that is suspicious. The name of the person
who ratted out Jones was never released. Perhaps it was Schmill who did it to become Dean of
Admissions, so not even he was hired for his competency.

Schmill is as IT incompetent as Jones and kept her very hackable but official mitadmissions.org domain
name -- it's not a .edu domain name, which only educational institutions can get, unlike .org, which
anyone, including hackers, can get. Schmill offers this piece of warm fuzzy stupidity for keeping the
domain:

MITadmissions.org is the official website of MIT’s Office of Undergraduate Admissions. We are located on our own domain (i.e., not on
mit.edu) for historical reasons: when we started our blogs back in 2004, we had to use external hosting and an external domain name in order
to do so. Since then, we’ve built up a following and sense of home at this domain, so we’ve just stayed here.

Now, particularly since the official mitadmissions.org webpage is so amateurish and non-official looking, any hacker can get a similar-looking domain
name, like this one, and create a more official-looking webpage, like this one. Because the hacker owns the domain name, he can, like this one, even get
an SSL certificate for the webpage and make it secure, i.e. https (the little green lock in the browser address bar), which most people wrongly believe
guarantees the webpage is legitimate. Finally, the hacker can use the same favicon, like this one. All together, the hacker can make his webpage more
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believable than the official webpage, like this one. This is particularly true for foreign MIT Admissions applicants, which MIT prefers over American
applicants, given MIT President Reif's background (even though MIT is paid for by the tax dollars of non-leftist-liberal Americans, who make up at least
half of America).

Once a hacker has such a webpage, he can do a lot of damage. The most obvious example is, pretending to be MIT Admissions, he can demand exorbitant
application fees. Or, more subtle, he can have applicants create fake MIT accounts and have them use "passwords they use elsewhere so they can
remember them" and then use these passwords elsewhere, like online banking. Either could make the hacker thousands of dollars, severely harm MIT's
reputation as the greatest technology university, and leave MIT open to expensive lawsuits.

It's also possible to use such a webpage to hack into the MIT Admissions computer system. Besides the obvious of allowing hackers to get themselves
admitted to MIT or to sell MIT admittances, this could be used to "pivot" and hack into more important MIT computer systems, such as MIT labs with
defense contracts. Pivoting is a classic very successful hacking technique whereby a less well protected computer system, which MIT Admissions
obviously is, is used to hack into a connected computer system, the more important real target.

At the very least this particular piece of cybersecurity stupidity is indicative of MIT cybersecurity in general, including those MIT labs with defense
contracts. The Department of Defense should freeze or cancel all contracts until MIT cybersecurity has been thoroughly reviewed by a qualified outside
person. Otherwise, all they are doing is developing weapons for the Chinese or Russians.

Poor dumb Stu. He thinks if he just toes the leftist liberal line, gives smiling puff interviews a lot, and keeps his head down, one day he'll be MIT
President. But he already has three strikes against him: he's white, male, and incompetent. But maybe he's just planning to rat out current MIT President
Reif ... or declare himself African-American (first Hispanic MIT President has already been taken). These days he might even get away with it.

Schmill already does his incompetent best to make the mitadmissions.org webpage racist and sexist ... er, [ mean anti-white-male ... er, I mean diverse.
The webpage amateurishly consists of bloggers, with photos turned into drawings. Although Schmill tries to conceal the bloggers' race (and sex) with
these photo drawings, it's still very clear that most of the bloggers are not white males and those that are appear to be gay. Wait. Maybe Schmill is gay, or
going to pretend to be gay, to become MIT President. Maybe he's not so dumb.

The MIT Admissions staff shown on the mitadmissions.org staff webpage are similarly diverse. With a white male in charge though, that's just slave
plantation diversity. Schmill even tries to hide that he is in charge by not putting his photo first on the staff webpage, as would be normal. Supposedly this
is because the last names are in alphabetical order, but you can be sure if Schmill's last name was Arsch, he still wouldn't be at the head of the list.

By the way, being old school MIT I believe in accuracy. The United States is 73.3% white, 49.2% male, 29.9% white non-Hispanic male, 17.1% Hispanic,
12.6% African-American, 5.2% Asian, and 4.5% gay. MIT Admissions should reflect this but doesn't come even close, so is racist and sexist as I said.

Stu Schmill can be contacted at stu.schmill@alum.mit.edu and the MIT Admissions office can be contacted at admissions@mit.edu. Or contact anyone in
MIT Admissions using the hidden email addresses at the MIT Admissions Directory.
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Whitney Espich, MIT Alumni Association (MITAA) CEO

Whitney Espich is not an MIT alum. She got her degrees in English from second-rate universities.
Moreover, before she worked for MIT she worked for years for Harvard (maybe she still does). MIT and
Harvard were zealous traditional enemies. MIT was the world's greatest technology university and
Harvard produced oft-hacked Facebook and dropout Mark Zuckerberg. It seems no one working at the
MITAA, particularly in leadership, is an MIT alum and most were educated at second-rate universities,
where they hated MIT. However, they determine how MIT alum are represented.

Non-MIT-alum Espich was handpicked by non-MIT-alum MIT President Reif to forward his leftist liberal
political agenda. So how MIT alum are represented is the same racism and sexism as at MIT Admissions,
as described above. Rarely in any of their materials is a white non-Hispanic male written about or even
shown in photos. I once emailed MIT to complain about this -- I couldn't tell whether an advertised program was restricted to women and minorities -- and
was told that such representation was official MIT policy, period.

Given Reif's leftist liberal dictatorship, dissenting real MIT alum, like me, are not allowed to have their voices heard in any MIT Alumni Association
content. Fortunately for me, the IT incompetence of MIT Admissions in establishing a .org domain name as an official MIT domain name opens the door
for pretending other .org domain names are official MIT domain names, like this one, admissions-mit.org, or another I own relevant to the MITAA, alum-
mit.org. They are even more official because they use secure https (the green lock in the browser address bar).

The MITAA says they are there to serve MIT alum. You would think, it being MIT, this service would at least be IT competent, particularly regarding
cybersecurity. Nope. MITAA IT is English and sociology majors from second-rate universities and with a leftist liberal political agenda.

Recently in an MITAA email I discovered MITAA is being hacked using phishing emails. A phishing email is made to look like it is from someone you
know, and thus trust, and one of its goals can be to get you to click on a disguised link, to download ransomware for example. That's why you should
hover over a link in an email and make sure the underlying address is not suspicious. The MITAA email said:
Phishing Attempts
The MIT Alumni Association has learned of recent phishing attempts from outside entities that have been sent to our alumni.
Click here to learn more -- and how to protect yourself.
Hovering over the "Click here" link showed that the underlying address was, very suspiciously (it should have been mit.edu):
http://emclick.imodules.com/wf/click?upn=hpP9iphrV3FXP2t3GxIpBAhX-2FHAGOtsEWICDz1533JtH7anuH5Q6117ZcmTd5yOe6d8 X {fQu

ZFZAZFFnpflBju9Qv1ZcarH2ir4m2sbFnRY-3D_LEsB11-2BBM3vSMwq2NJc911xA9A2d8II-2BZdnWjgSVSpseDCGA8640NGySfQtMcixz
-2BzalYhxizkd7VzLAILjqiveDkAinGsSI-2Bp03tzvecBtYxQ-2BBjrU5f5Dcts]7¢c-2B4nkuQk5J 1b3kQ9ZiV-2BpPjAhOwyMFCUXtTBAXFD
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QmQDQjdCzoDJQaacVA026s5qG2j89F0g5Poal 7ahlRcOIL1VuYdwxwZvUHb8PY GbddviNsunFDTNSpxwB YtbmW4M1iWQ89hmGo7aA
rrfwONSE3xrsPWMMLISY-2B1jQgldM7411bY 9z Y 1Fjp90TNvxsQt4E80KiER43qCIQ037MdXJkJ8UMwbM856 WjhCHCI78nfqZrto9F2De
MglfETAW XafHmAnyJcAFNu6DvncRX4MTwN5B6f1-2F0-2BdMIfzZ1 MN4BLSkgyrTezisy XiLVnFGguecmwTQwybb8UNYHKgjcrxRoY
wer-2FNMB80zsovTD3ql0HZGYaTHgBey2EouyDjngTnlJZpC

So in an email apparently from MITAA, in a warning about phishing, they ask you to do what you absolutely should not do. (Hackers love the irony of
making you think you are protecting yourself from hacking while you are being hacked. The first computer virus I ever encountered snuck in on virus
protection software.) There can be no clearer example that MITAA is IT incompetent in the extreme and an extreme cybersecurity risk.

By the way, one Christmas MIT President Reif sent out an email Christmas card with exactly the same problem. Idiot.
Phishing emails are excellent for hacking into computer systems -- pretend to be from someone you know, and thus trust, and ask you for your password
or to change the known person's password to what the hacker wants. And as discussed above, hacking into a less well protected, but connected, computer

system, as MITAA's obviously is, can be used to pivot into a more important computer system, such as an MIT lab with defense contracts.

Phishing emails are one of the most successful hacking techniques. The prime requirement for Chinese state-sponsored hackers is to write English well
enough to fool the recipient in a phishing email.

At the very least this particular piece of cybersecurity stupidity is indicative of MIT cybersecurity in general, including those MIT labs with defense
contracts. The Department of Defense should freeze or cancel all contracts until MIT cybersecurity has been thoroughly reviewed by a qualified outside

person. Otherwise, all they are doing is developing weapons for the Chinese or Russians.

Whitney Espich can be contacted at wespich@mit.edu. Or contact anyone at MITAA using the hidden email addresses at the MITAA Directory.

Christine Tempesta, MIT Alumni Association (MITAA) Executive Director of
Information Systems

US> N
Alumni "

As ;snc;anm’r
by

Christine Tempesta is, of course, not an MIT alum, no matter how much she fraudulently pretends to be;
for example on her Pinterest page. Like liar Marilee Jones above, Tempesta attended an obscure second-
rate university; see her LinkedIn page.

For a while Tempesta was Director of Alumni Relations. I wonder why she lost that job? Probably
because real MIT alums like myself don't like frauds, having worked so hard to become MIT alums.

I suspect part of the reason Tempesta got her job, besides passing the penis check, is that her last name is
vaguely Hispanic (it's actually Italian). Similar to how Rafael Reif above got his job as MIT President.

MIT has a history of using only Hispanic-sounding last names to hand out discriminatory preferences. My family was a military family and my high
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school was average at best. | thus could only afford MIT with large loans and work-study and succeeding academically at MIT was tough. The summer
before I went to MIT I worked the night shift at a local plastics molding factory and during the day mowed cemetery lawns; I had no time to prepare
academically for MIT anymore than I already was. When I got to MIT, exhausted, I was met by other freshman, in "Project Interphase", who had spent the
summer at MIT being paid by MIT (three times as much as I made) to prepare more academically for MIT. Supposedly this was because they were
"disadvantaged" but I knew several of them personally and their families were what most would describe as rich and they had gone to top high schools.
The only reason they got into Project Interphase was because they had Hispanic-sounding last names.

For career advancement, Tempesta also tries to associate herself with African-Americans. In a LinkedIn post with a large photo of an African-American
wearing an MIT class ring, Tempesta says "Proud to have worked with BAMIT, BSU and Chocolate City throughout my MIT career!" BAMIT is Blacks
At MIT, BSU is Black Student Union, and Chocolate City is the segregated black dorm at MIT (and only allowed to be called Chocolate City by its black
residents). Christine, your post is offensive. I know, I know, some of your best friends are black. Are you friends with Rachel Dolezal?

Tempesta's full job title is Executive Director of Information Systems and Volunteer Services. Huh? Bob's Brain Surgery and Auto Repair? Like liar
Marilee Jones, Tempesta has gotten away with being a fraud for so long, I hear she is going to be MIT's Chief Counsel ... and Kindergarten Director.

What are Tempesta's IT qualifications to be MITAA Executive Director of Information Systems? Zero. Her BA from the obscure second-rate university is
in English and literature! This is the person who is protecting MIT alums' data. This situation is exactly like the massive Equifax data breach: Equifax's
Chief Information Security Office (CISO) was Susan Mauldin, who only had a BA in music composition!

This webpage is hosted on my own webserver running on Amazon Web Services (AWS) hardware, the same hardware U.S. Government defense,
intelligence, and other agencies are moving their computer systems to. As discussed above, this webpage was created to get MIT's attention about the lax
cybersecurity that is threatening it, including MIT alums. It originally was a simple hackers copy of the real MIT Admissions webpage, to demonstrate the
hacking danger, but for more attention was later changed into this combination hacking warning and political statement. Its existence and changes have
been emailed to all the MIT Corporation Board members (only alum can email them) who are MIT alum (but also non-MIT-alum MIT President Reif) and
the MIT lawyers (who are also not MIT alum), as well as all MIT Admissions and MIT Alumni Association officers (also not MIT alum).

The MIT Corporation Board members' job -- and legal responsibility -- is to look out for MIT. If they don't, they are negligent and lose their personal
liability protection so can be personally sued for what happens to MIT. These days cybersecurity is a huge part of looking out for MIT.

So how did the MIT Corporation Board respond to the hacking warning via the webpage? It just ignored the original one. When the webpage was turned
into a hacking warning and political statement, then they took action ... tried to squelch the webpage. Reif does not allow dissent, i.e. free speech.
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